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Abstract—A massive number of Internet-of-Things (IoT) and
machine-to-machine (M2M) communication devices generate var-
ious types of data traffic in cellular IoT networks: periodic or
nonperiodic, bursty or sporadic, etc. In particular, bursty and
nonperiodic traffic may cause an unexpected network congestion
and temporary lack of radio resources. In order to effectively
accommodate such bursty and nonperiodic traffic, we propose a
novel recursive access class barring (R-ACB) technique to opti-
mally utilize the available resources associated with the random
access procedure (RAP) that consists of multiple steps in cellular
IoT networks, while existing ACB schemes only considered the
resource of the first step of RAP, i.e., the number of available
preambles. The proposed R-ACB technique consists of two main
parts: 1) online estimation of the number of active IoT/M2M
devices who have data to transmit to an eNodeB and 2) adjust-
ment of the ACB factor that indicates the probability that an
active device sends a preamble to eNodeB. It is notable that
the estimation and the adjustment recursively affect each other
when R-ACB operates. In addition, we also propose mathemat-
ical models to analyze the performance of R-ACB in terms of
total service time, average access delay, resource efficiency, and
energy efficiency (EE). Through extensive computer simulations,
we show that the proposed R-ACB technique outperforms the
conventional ACB schemes.

Index Terms—Access class barring (ACB), backlog estimation,
Internet of Things (IoT), massive IoT, random access (RA).
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I. INTRODUCTION

EMERGING cellular Internet-of-Things (IoT) and
machine-to-machine (M2M) communication services

have changed typical wireless network operation paradigms
for human-oriented services to more complicated and sophis-
ticated ones in order to efficiently accommodate tens of
billions of devices [1], [2]. In general, a massive number of
IoT devices generate various types of data traffic. Periodic
and sporadic traffic is well supported in cellular IoT networks,
but nonperiodic and bursty traffic may cause an unexpected
network congestion/overload and temporary lack of radio
resources [3].

To be specific, the network congestion may occur at the
initial random access procedure (RAP) when a large num-
ber of idle IoT devices wake up and attempt random access
(RA) simultaneously to enter into the radio resource control
(RRC) connected state [4], [5], which is also known as RA
overload problem. The effect of simultaneous RA attempt-
ing of massive devices on physical random access channel
(PRACH) was investigated in 3GPP LTE systems [6], [7]. In
order to resolve the RA overload problem, various techniques
have been proposed for cellular IoT networks in [8]–[10].
Even in the 3GPP LTE standard, several mechanisms have also
been proposed to mitigate the RA overload, including access
class barring (ACB), separate RA channels, dynamic resource
allocation, backoff-based schemes, and group paging [11].

Among the above techniques, the ACB scheme has been
considered as a promising technology since it effectively
controls bursty traffic in cellular IoT networks [12]. The
ACB scheme inherently controls the number of simultane-
ous accesses by adjusting the ACB factor, which denotes
the probability that each active device will attempt RA, and
it has been actively investigated in the literature [13]–[26].
Cheng et al. [13] proposed a prioritized dynamic ACB scheme
based on both preallocating PRACH resources and class-
dependent backoff times. Duan et al. [15] proposed a dynamic
ACB scheme to adaptively update the ACB factor to reduce
RA delay based on both the number of active devices and
the number of preamble collisions at the previous time slots.
Oh et al. [20] proposed a joint optimal PRACH resource allo-
cation and access control mechanism to maintain RA delay to
be smaller than a certain threshold under RA overload situa-
tions. Wei et al. provided detailed modeling and analysis of
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RA channels with bursty arrivals [18] and an extended access
barring (EAB) mechanism for M2M communications [19].
In particular, based on the drift approximation in [18], the
stochastic process containing the number of devices engaged
in their nth transmission at an RA slot was approximated to a
deterministic discrete-time system. Consequently, the expected
numbers of successful and failed preamble transmissions can
be analyzed. Cheng et al. [19] introduced the detailed analy-
sis of the EAB algorithm, and proposed a method to optimize
the setting of paging cycle and repetition period of system
information block. Compared to [18] and [19], this article
focuses more on proposing a novel resource-optimized ACB
scheme that controls the ACB factor slot by slot by consider-
ing all the available resources associated with the RAP so that
it can adapt to dynamic network scenarios such bursty traffic.

Wang and Wong [21], [22] proposed an ACB scheme that
exploits timing advance (TA) information of stationary or
fixed devices. Jin et al. [24] proposed a recursive pseudo-
Bayesian method for estimating the number of active devices
and dynamically updating the ACB factor based on both the
number of available preambles and the number of unused (or
idle) preambles at the first step of RAP, while many ACB
schemes assumed the perfect information on the number of
active devices at eNodeB. Leyva-Mayorga et al. [25] provided
an analytical model for the performance evaluation of LTE-A
RAP with the ACB scheme.

As noted in [27], however, most ACB schemes focused on
efficiently utilizing the resource associated with the first step of
RAP, i.e., the number of available preambles, while less con-
sideration was paid for the resources needed for the random
access response (RAR) messages at the second step of RAP
and the physical uplink shared channel (PUSCH) resources
needed for devices’ packet transmissions at the third step of
RAP. In general, even though a large number of devices suc-
cessfully transmit their preambles without collisions at the first
step of RAP, much severe bottleneck may occur at the sec-
ond or third step of RAP due to the lack of resource for the
RAR messages [18], [19], [28]–[30] or lack of the PUSCH
resources for devices’ packet transmissions [31]–[33]. Thus, it
is necessary to carefully consider the resources associated with
the overall RAP when designing an efficient ACB scheme. In
addition, most of the previous ACB schemes were investi-
gated in terms of total service time, access delay, and access
throughput, but resource efficiency and energy efficiency (EE)
of the ACB schemes have been rarely investigated in the lit-
erature [34]. It is worth noting that EE is especially important
to prolong lifetime of battery-powered IoT/M2M devices.

In this article, we propose a recursive ACB (R-ACB)
technique to effectively accommodate bursty and nonperi-
odic traffic of massive IoT/M2M devices in cellular networks,
which is designed in a purpose of optimally utilizing the
resources associated with all the steps of RAP. In particular,
the proposed R-ACB consists of two main parts. In the first
part, a practical online estimation method for the number of
active devices is designed. It is worth to mention that in each
slot, if the backlog size information, i.e., the number of active
devices, is available, we can optimize the performance of RA.
In the second part, the ACB factor is adaptively adjusted based

on the estimated backlog size and the available resources asso-
ciated with all the steps of RAP. In addition, when analyzing
the optimal ACB factor, the possibility of partially identify-
ing preamble collisions at the eNodeB side is also taken into
account. One feature of the proposed R-ACB is that the estima-
tion of the backlog size and the adjustment of the ACB factor
recursively affect each other slot by slot when R-ACB oper-
ates. Compared to the previous work on ACB in the literature,
our main contributions can be summarized by threefold.

1) Due to the consideration of the resources associated with
all the steps of RAP, a methodology to obtain the optimal
ACB factor is newly developed. We also introduce an
approximation for the optimal ACB factor which further
facilitates the low-complexity system operation.

2) Based on the optimal ACB factor newly calculated, the
update rule of estimating the backlog size is redesigned
compared to the previous work. As a result, the offset
parameters, which are needed to correct the estima-
tion on the backlog size by observing the preamble
utilization, are derived.

3) The phenomenon that eNodeB may possibly identify
preamble collisions is reflected in the design of the
proposed R-ACB. It is notable that this phenomenon
was not considered by the existing ACB schemes in the
literature.

4) For R-ACB, we also propose mathematical models
to analyze the performance in terms of total service
time, average access delay, resource efficiency, and EE.
Due to the complicated operation of RAP in cellular
IoT networks, there is little work on the performance
analysis when ACB is applied. With our proposed math-
ematical models, it is easy to catch the insight associated
with R-ACB and we are also able to predict the system
performance in a simpler way.

The remainder of this article is organized as follows. In
Section II, we describe the system model considered in this
article. In Section III, we explain the proposed R-ACB tech-
nique in detail. The mathematical models to analyze the
performance of R-ACB is introduced in Section IV and the
performance evaluation is presented in Section V. Finally,
conclusions are drawn in Section VI.

II. SYSTEM MODEL

To introduce our proposed R-ACB, we define the following
parameters.

1) M: It is the number of available preambles at step 1 of
RAP.

2) Q: It is the maximum number of RAR messages trans-
mittable at step 2.

3) U: It is the maximum number of PUSCH resources at
step 3.

4) N: It is the total number of devices.
5) νi: It is the estimated number of active devices at the

ith slot,
6) pi: It is the ACB factor at the ith slot.
In general, a single RAR message can deliver Ngrant uplink

resource grants for PUSCH resources [35]. If the maximum
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Fig. 1. Procedures of the existing and modified ACB schemes.

number of uplink resource grants transmittable (Q · Ngrant)

at step 2 is larger than the maximum number of PUSCH
resources U at step 3, the eNodeB can deliver only U uplink
resource grants at step 2, otherwise, it can deliver (Q · Ngrant)

uplink resource grants at step 2. Thus, the number of allocable
PUSCH resources K is bounded by

K = min
{
Q · Ngrant, U

}
. (1)

Consequently, when designing the ACB technique, we need to
consider the number of available preambles M and the number
of allocable PUSCH resources K.

A. Overall Steps of Modified ACB-Based Random Access
Procedure

In the existing ACB scheme of 3GPP LTE, the eNodeB
broadcasts one of ACB factors in {0.05, 0.1, . . . , 0.90, 0.95}
and one of ACB times in {4, 8, 16, . . . , 512} [36], [37]. Then,
before the initiation of RAP, each UE determines its bar-
ring status with the information provided from the eNodeB
as shown in Fig. 1 (left). If it fails in ACB check, it is barred
for a random barring time Tbarring = [0.7 + 0.6 × U[0, 1)] ×
TACB [36], where U[0, 1) and TACB represent a uniform ran-
dom variable between 0 and 1, and a broadcast ACB time,
respectively. On the other hand, if it passes the ACB check,
then it starts a four-step contention-based RAP. However, in
this article, we consider a modified ACB scheme as shown in
Fig. 1 (right), in which the ACB check is checked for every
RA (re)attempt. In addition, the ACB time and the backoff are
not used while the per-RA-based ACB check plays the role of
mitigating congestions alternatively. It is notable that this kind
of modified ACB scheme has been extensively discussed in
the literature [15], [22]–[24], [26], [38]. More specifically, the
overall modified RAP consists of five steps, which includes the
ACB check (step 0) and the typical four-step contention-based
RAP (steps 1–4) [4].

Step 0 (ACB Check): At the beginning of the ith PRACH
slot,1 each activated device generates a random number

1One PRACH slot corresponds to a PRACH time period defined by the
3GPP PRACH configuration index.

Algorithm 1 Estimation of the Collision-Identification
Probability

1: Initialize θ̂0 to 0.1 and do the following every RAP.
2: At the first step of RAP in the ith PRACH slot, the eNodeB

counts the number of collision-identified preambles as ϑi.
3: At the third step of RAP in the ith PRACH slot, the eNodeB

counts the number of collided preambles as Cu,i and calculates
Ci = ϑi + Cu,i × max(1, W/K).

4: Calculates CT
i = ∑i

k=i−T Ck and ϑT
i = ∑i

k=i−T ϑk.
5: Update the collision-identification probability as θ̂i = ϑT

i /CT
i .

q ∈ [0, 1] and compares it with pi ∈ [0, 1], which is the ACB
factor of the ith PRACH slot notified by eNodeB. If q ≤ pi,
the device attempts RA in the ith PRACH slot. Otherwise, it
defers the RA attempt to the (i + 1)th PRACH slot.

Step 1 (Preamble Transmission and Detection): Each device
that passed the ACB check randomly selects one of M avail-
able preambles and sends it to eNodeB. Due to the random
selection of the preamble, more than one devices may select
the same preamble. During the preamble detection procedure
at the eNodeB, it can distinguish whether a particular pream-
ble is detected (i.e., transmitted) or not (i.e., idle), while it
cannot perfectly identify if a detected preamble is transmitted
by a single device (i.e., collision free) or multiple devices (i.e.,
collision). If we denote S and C, respectively, by the number
of collision-free preambles and the number of collided pream-
bles, the number of detected preambles D is equal to S + C.
In addition, the collided preambles can be further divided by
two types.

1) Collision-Identified Preamble: The eNodeB identifies
that this preamble is transmitted by more than one
devices through advanced signal processing techniques
such as observing the power delay profile and, conse-
quently, does not need to serve this kind of preambles
at the consequent RAP steps so that the resource usage
can be saved.

2) Collision-Unidentified Preamble: While the preamble is
transmitted by multiple devices, the eNodeB does not
realize this fact and it only knows this preamble is trans-
mitted. Consequently, the eNodeB needs to serve this
kind of preambles in later RAP steps.

If we denote the number of collision-unidentified preambles
by Cu, the number of preambles to be served by the eNodeB
in the later RAP steps W is equal to S + Cu. Let θ be the
collision-identification probability, i.e., the probability that the
eNodeB successfully identifies a collided preamble, which can
be possibly accomplished by observing power delay profile at
step 1 of RAP. As a statistical value, θ can be obtained by
eNodeB by observing the collided preambles identified at the
first step of RAP and the collided preambles detected at the
third step of RAP. Algorithm 1 introduces an online estimation
procedure to obtain the collision-identification probability at
the eNodeB. The ratio of W/K in line 3 reflects the case when
the number of preambles to be served W is larger than the
number of allocable PUSCH resources K. The value T in line
4 is the average window size for calculating expectation, and
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in this article, we set T by 50. In the special case of θ = 0,
we have C = Cu.

Step 2 (RAR): After the detection of preambles at the
eNodeB, it sends the RAR messages for the W preambles
to be served, each of which conveys the identity of a pream-
ble, TA information, and an initial uplink resource grant for
packet transmissions at step 3 of RAP. If the number of alloca-
ble PUSCH resources K is less than W, the eNodeB randomly
chooses K preambles among W in order to allocate PUSCH
resources via RAR messages. In this case, the devices trans-
mitted one of the remaining W − K preambles wait for the
next PRACH slot and perform the RAP again.

Step 3 (Uplink Data Transmission): Receiving the initial
uplink resource grant via the RAR message, the correspond-
ing device transmits a packet on the assigned PUSCH resource
in uplink, which convey an RRC connection request, a track-
ing area update, or a scheduling request. If multiple devices
transmit their individual packets on the same PUSCH resource
at step 3, which is possible if the resource is granted for a
collision-unidentified preamble, then decoding failure occurs
at the eNodeB. While 3GPP standard supports hybrid auto-
matic repeat request (HARQ) mechanism for the packet trans-
missions in step 3, HARQ is not helpful when multiple devices
continuously retransmit their packets at the same resource,
which causes interference. Hence, in this article, we assume
that HARQ retransmission is disabled for those collision-
unidentified preambles. Through this decoding failure, eNodeB
inherently recognizes the preamble collision.

Step 4 (Contention Resolution Message Transmission): If
the eNodeB successfully decodes the uplink packet transmitted
by a single device, it sends back the contention resolution
message including the device identity (ID) obtained from the
decoded packet, otherwise, the eNodeB sends nothing back
in order to notify the preamble collision. The devices that
received its own ID in the contention resolution message sends
back a positive ACK message, while the devices that do not
obtain their ID regard the situation as the preamble collision,
and they do not send any message back. Based on the existing
ACB scheme of 3GPP LTE standard, those devices that did not
receive the contention resolution message should reattempt the
RAP after backoff for several slots, which are randomly chosen
from a predefined backoff window. Since this kind of operation
may not efficient for the bursty traffic scenario, in the modified
ACB scheme, we assume that those devices start RAP again
in the next PRACH slot with a reattempt probability that is
identical to the ACB factor. Note that the reattempt probability
can also emulate the random backoff while the slot-by-slot
control of the ACB factor pi (or the reattempt probability)
further introduces the adaptability to the network dynamics.

B. Bursty Traffic Model

For the traffic model, each of N devices is activated at
time x ∈ (0, Tact), and the activation time x follows Beta
distribution with parameters α = 3 and β = 4 [39], i.e.,

fX(x) = xα−1(Tact − x)β−1

(Tact)
α+β−1B(α, β)

where fX(x) and B(α, β) = ∫ 1
0 xα−1(1 − x)β−1dx denote the

probability density function (PDF) of Beta distribution and

the beta function, respectively. There exist total Iact PRACH
slots within time duration of Tact, and the expected number of
newly activated devices in the ith PRACH slot is given by λi =
N
∫ ti

ti−1
fX(x)dx for i = 1, 2, . . . , Iact, where ti−1 and ti represent

the end times of (i − 1)th slot and ith slot, respectively.

III. RECURSIVE ACCESS CLASS BARRING

In this section, we introduce our proposed ACB technique,
which mainly consists of two parts: 1) estimation of the
backlog size, i.e., the number of active devices, by adopting
the concept of Bayes’ rule and 2) derivation of the optimal
ACB factor, which maximizes the access throughput, i.e.,
the number of devices that eventually gets successful RA,
while considering the resource limitation over the whole RAP
and the possibility of identifying preamble collisions at the
eNodeB. As well known, Bayes’ rule, in general, introduces a
distribution as the estimation result rather than a specific value.
Therefore, when performing estimation, we need to store the
resulting distribution for further processing. For simplicity, we
approximate the estimated distribution by Poisson, which can
be specified by its mean and still gives us a reasonably good
estimation on the backlog size. It is notable that Poisson dis-
tribution has been widely used for estimating the network size
in [24], [40], and [41] and we shall also show the effectiveness
of such an approximation in the section of performance eval-
uation. With our proposed technique, in each slot, the ACB
factor is derived based on the previous slot’s estimated back-
log size. Then, by observing the status of preambles when the
derived ACB factor is utilized, the estimation is performed.
Hence, the estimation of backlog size and the derivation of
ACB factor recursively affect each other.

In Section III-A, we derive the average number of detected,
collision-free, and collided preambles at step 1 of RAP when
the backlog size has Poisson distribution with mean ν. In
Section III-B, we first calculate the access throughput by
considering the resource limitations: the number of available
preambles M, the number of allocable PUSCH resources K,
and the collision-identification probability θ . Then, the ACB
factor that maximizes the access throughput in each slot is
derived. Finally, in Section III-C, we describe our proposed
algorithm in detail.

A. Average Number of Detected, Collision-Free, and
Collided Preambles

At step 1 of RAP, each of the activated devices, which
passed the ACB check, transmits an arbitrary preamble among
M available preambles on PRACH, and then, the eNodeB
detects the transmitted preambles. In general, detected pream-
bles are classified into collision-free preambles (transmitted by
a single device) and collided preambles (transmitted by two
or more devices), but, in practice, the eNodeB cannot iden-
tify if the detected preamble is collision-free or collided at the
first step of RAP. For the analysis, let us define the following
discrete random variables.

1) D: It is the number of detected preambles.
2) S: It is the number of collision-free preambles.
3) C: It is the number of collided preambles.

Then, we have D = S + C.
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We first consider the following joint probability that when m
devices simultaneously attempt RA, among a total of L(≤ M)

preambles, randomly chosen (s+ r) preambles are of interests
where s preambles are transmitted by a single device (i.e.,
collision-free) and r preambles are not selected by any device
(i.e., idle) [3]

�L
s+r(s|m) =

(
L

s + r

)(
s + r

s

)(
m

s

)
s!

{L − (s + r)}m−s

Lm
(2)

where
( L

s+r

)(s+r
s

)
represents the total number of cases that we

choose (s+r) preambles among L preambles, and then choose
s collision-free preambles among the chosen (s+r) preambles.
In addition,

(m
s

)
s!{L−(s+r)}m−s represents the total number of

cases that among the RA-attempting devices, s devices select
exactly s preambles (i.e., collision free) and the remaining
(m − s) devices select the preambles in {L − (s + r)} out-of-
interest preambles. Then,

( L
s+r

)(s+r
s

)(m
s

)
s!(d − s)m−s is divided

by Lm, which represents the total number of possible cases
that m RA-attempting devices select any of L preambles.

Let El denote the event that among a total of L(≤ M) pream-
bles, the lth preamble is selected by at most one device (none
or one device). Then, the probability of the event El when m
devices attempt RA is given by

Pr{El|m} =
(

1 − 1

L

)m

+
(

m

1

)
1

L

(
1 − 1

L

)m−1

(3)

for l = 1, . . . , L, where (1/L) denotes the probability that a
device selects the lth preamble among L possibilities.

Once El is defined, {∪L
l=1Ei} can represent the event that

none of the total L preambles is selected by more than one
device. Consequently, its complement {∪L

l=1Ei} represents the
event that all the L preambles are selected by at least two
devices (i.e., collided). Based on the inclusion-exclusion prin-
ciple [42], we can first obtain the probability of {∪L

l=1El} when
m devices attempt RA as

Pr
{∪L

l=1El|m
} =

L∑

k=1

(−1)k+1
k∑

j=0

�L
k (j|m)

=
L∑

k=1

k∑

j=0

(−1)k+1
(

L

k

)(
k

j

)(
m

j

)
j!

(L − k)m−j

Lm

(4)

where
∑k

j=0 �L
k (j|m) represents the probability that each of

the randomly chosen k preambles is selected by at most one
device.

Based on (4), the complementary probability to
Pr{∪L

l=1El|m} can be further derived as

	(L|m) = 1 − Pr
{∪L

l=1El|m
}

= 1 −
L∑

l=1

l∑

j=0

(−1)l+1
(

L

l

)(
l

j

)(
m

j

)
j!

(L − l)m−j

Lm

=
L∑

l=0

i∑

j=0

(−1)l
(

L

l

)(
l

j

)(
m

j

)
j!

(L − l)m−j

Lm
. (5)

Note that it is the probability that when m devices attempt RA,
all the L preambles are selected by at least two devices, i.e.,
collided.

Finally, the probability that when m devices attempt RA
with a total of M preambles, d preambles are detected (each
of the d preambles is selected by at least one device) among
which s preambles are collision free and the remaining (d− s)
preambles are all collided that can be obtained as

Pr{D = d, S = s|m} = �M
s+(M−d)(s|m)	(d − s|m − s)

=
(

M

M − d + s

)(
M − d + s

s

)(
m

s

)

× s!
(d − s)m−s

Mm

×
d−s∑

l=0

l∑

j=0

(−1)i
(

d − s

l

)(
l

j

)

×
(

m − s

j

)
j!

(d − s − l)m−s−j

(d − s)m−s

=
d−s∑

l=0

l∑

j=0

(
M

d

)(
d

s

)(
m

s

)

× s!
(d − s)m−s

Mm

× (−1)l
(

d − s

l

)(
l

j

)(
m − s

j

)

× j!
(d − s − l)m−s−j

(d − s)m−s
(6)

where s, (M − d), and (d − s) in the first line represent the
numbers of collision-free, idle, and collided preambles, respec-
tively. �M

s+(M−d)(s|m) represents the probability that among
the total of M preambles, [s + (M − d)] are randomly chosen
in which s preambles are collision free. Note that 	(d−s|m−s)
indicates the probability that the remaining M−[s+(M−d)] =
(d − s) preambles are all collided. For the derivation in (6),
we applied the identity of

( M
M−d+s

)(M−d+s
s

) = (M
d

)(d
s

)
.

As mentioned in the first of this section, we presume that
the backlog size n is estimated with a Poisson distribution with
mean of ν as [40]

P(n|ν) = νn

n!
e−ν (7)

where ν could be considered as the estimated backlog size.
Then, given an ACB factor p and mean ν, the joint prob-
ability that n devices are active, m devices attempt RA, d
preambles are detected, and s preambles are collision free can
be expressed

Pr{d, s, n, m|p, ν} = Pr{d, s|m} Pr{m|p, n}
︸ ︷︷ ︸

Bn
m(p)

Pr{n|ν}︸ ︷︷ ︸
P(n|ν)

(8)

where B
n
m(p) = (n

m

)
pm(1−p)(n−m) denotes the binomial distri-

bution with an ACB factor p and the number of active devices
n. By summing up with regard to n and m, we have the joint
probability that s preambles are collision free and d preambles
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are detected as

Pr{D = d, S = s|p, ν} =
∞∑

n=0

n∑

m=0

Pr{d, s, n, m|p, ν}

=
(

M

d

)(
d

s

)
e−pν

(pν

M

)s

×
(
−1 − pν

M
+ e

pν
M

)d−s
. (9)

The detailed derivation of (9) can be referred to [23] and [24].
From this, we have Pr{D = d|p, ν} and Pr{S = s|p, ν},
respectively, as follows:

Pr{D = d|p, ν} =
d∑

s=0

Pr{D = d, S = s|p, ν}

=
(

M

d

)
e−pν

d∑

s=0

(
d

s

)(pν

M

)s

×
(
−1 − pν

M
+ e

pν
M

)d−s

=
(

M

d

)
e−pν

(
−1 + e

pν
M

)d
(10)

and

Pr{S = s|p, ν} =
M∑

d=0

Pr{D = d, S = s|p, ν}

= e−pν
(pν

M

)s M∑

d=0

(
M

d

)(
d

s

)

×
(
−1 − pν

M
+ e

pν
M

)d−s

=
(

M

s

)
e−pν

(pν

M

)s M∑

d=0

(
M − s

d − s

)

×
(
−1 − pν

M
+ e

pν
M

)d−s

=
(

M

s

)
e−pν

(pν

M

)s(−pν

M
+ e

pν
M

)M−s
. (11)

The number of collided preambles C is easily obtained by
C = D − S, and then, we have Pr{C = c, S = s|p, ν} by
substituting s + c for d in (9), and Pr{C = c|p, ν} by∑M−c

s=0 Pr{C = c, S = s|p, ν}, i.e.,

Pr{C = c|p, ν} =
(

M

c

)
e−pν

(
−1 − pν

M
+ e

pν
M

)c

×
(

1 + pν

M

)M−c
. (12)

Then, for given p and ν, the expected values of D, S, and C
are calculated as

E[D|p, ν] =
M∑

d=0

d

(
M

d

)
e−pν

(
−1 + e

pν
M

)d

= Me−pν
(
−1 + e

pν
M

) M∑

d=0

(
M − 1

d − 1

)(
−1 + e

pν
M

)d−1

= M
(

1 − e− pν
M

)
(13)

E[S|p, ν] =
M∑

s=0

s

(
M

s

)(pν

M

)s
e−pν

(
−pν

M
+ e

pν
M

)M−s

= pνe−pν
M∑

s=0

(
M − 1

s − 1

)(pν

M

)s−1(−pν

M
+ e

pν
M

)M−s

= pνe− pν
M (14)

and

E[C|p, ν] = M
(
−1 − pν

M
+ e

pν
M

)
e− pν

M (15)

respectively.

B. Optimal ACB Factor Maximizing Access Throughput

As explained in Section II-A, the collided preambles can
be divided by two types: 1) collision-identified preambles and
2) collision-unidentified preambles. In general, the eNodeB
does not need to serve those collision-identified preambles in
the later RAP steps to save resource usage. Therefore, the
eNodeB only needs to serve collision-unidentified preambles
and the collision-free preambles. If W denotes the number of
preambles to be served in the remaining RAP steps, we have

W = S + Cu (16)

where S is the number of collision-free preambles and Cu is the
number of collision-unidentified preambles. If θ denotes the
collision-identification probability of the eNodeB, with (1−θ)

probability, it fails in identifying a collided preamble that is
denoted by collision unidentified. Then, we have special cases
W = S + C = D for θ = 0 and W = S for θ = 1. When the
allocable PUSCH resources are insufficient to support all the
W preambles, some devices cannot receive grant for PUSCH
resource at step 2 of RAP. Note that a successful access can
be achieved only when a preamble is transmitted by a single
device while the device also receives the PUSCH resource
grant.

For the calculation of the access throughput A, i.e., the num-
ber of devices, which eventually get successful RA, we need
to consider two cases: W ≤ K and W > K. When W ≤ K,
the eNodeB can allocate resources to all W preambles. On
the other hand, when the eNodeB identifies that W preambles
require resource grants at the first step, which is greater than
K, i.e., W > K, it cannot allocate resources to all the W pream-
bles. In this case, the eNodeB randomly selects K preambles
among W preambles and allocates resources to them, while the
unselected (W − K) preambles are not allocated by resources.

Consequently, given p and ν, we can write Pr{A = a|p, ν}
as follows:

Pr{A = a|p, ν} = Pr{A = a, W ≤ K|p, ν}
+ Pr{A = a, W > K|p, ν}

= Pr{S = a, W ≤ K|p, ν}
+ Pr{S ≥ a, W > K|p, ν}Bs

a

(
K

W

)
(17)

where B
s
a(K/W) = (s

a

)
(K/W)a(1 − [K/W])s−a is resulted

from the eNodeB’s random assignment of PUSCH grants for
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K among W preambles. Then, the expected value of A is
calculated by

E[A|p, ν] =
K∑

a=0

K∑

w=0

a Pr{W = w, S = a|p, ν}

+
K∑

a=0

M∑

w=K+1

w∑

s=a

a Pr{W = w, S = s|p, ν}

× B
s
a

(
K

w

)
. (18)

In order to find the optimal ACB factor that maximizes the
expected access throughput, we need to solve the following
optimization problem:

p∗ = arg max
0≤p≤1

E[A|p, ν]. (19)

By observing (18), we can find that two cases should be
discussed: K ≥ M and K < M.

First, when K ≥ M, in the right-hand side of (18), only
the first term appears and we have E[A|p, ν] = E[S|p, ν] =
pνe−(pν/M). Then, the optimal p∗ is obtained by equating the
first derivative of E[A|p, ν] with respect to p to be 0, i.e.,

p∗ = M

ν
, if K ≥ M (20)

which is equivalent to the result when the constraint of PUSCH
resources is ignored as in [24]. Once p∗ in (20) is applied, we
have

E

[
A
∣∣∣p∗ = M

ν
, ν

]
= Me−1. (21)

One interesting phenomenon is that E[A|p∗, ν] is independent
of ν. Hence, we can conclude that no matter what the backlog
size is, we can always obtain the expected access throughput as
Me−1, if we use the optimal ACB factor as p∗ = (M/ν). Such
a nice property enables us to further derive the mathematical
model to analyze the performance of R-ACB later.

Second, when K < M, in fact, it is difficult to find the
closed-form expression for the optimal value of p∗. Hence,
we approximate E[A|p, ν] as

E[A|p, ν] ≈ E[S|p, ν] · min

{
1,

K

E[W|p, ν]

}
. (22)

Underlying logic of the above approximation is that
when the average number of collision-free preambles plus
collision-unidentified preambles is larger than K, i.e.,
E[W|p, ν] > K, among the collision-free preambles, the por-
tion of E[S|p, ν]/E[W|p, ν] succeeds on the average. To check
the closeness of the approximation, as an example, we plot
Fig. 2 showing the access throughput over varying p when
K = 20, ν = 80, and θ = 0. The solid line shows the access
throughput of (18) while the dashed line shows its approxima-
tion in (22). As a reference, the average number of detected
preambles is also plotted with dashed-dot line, which is much
larger than the expected access throughput. We can observe
that the approximated access throughput is quite close to the
exact one. In particular, if we define p̃ as the ACB factor that
maximizes (22), we can further observe that the difference

Fig. 2. Number of detected preambles, the exact access throughput, and the
approximated access throughput when K = 20, ν = 80, and θ = 0.

between the expected access throughput with p̃, i.e., E[A|p̃, ν]
and that with the optimal ACB factor p∗, i.e., E[A|p∗, ν] is
almost negligible. Therefore, we can conclude that p̃ is a
reasonably good approximation for the optimal ACB factor
p∗.

Now, we are in a position to find a closed-form expression of
p̃ that would serve as the approximation for p∗. Plugging (14)
and (15) into (22) and applying the fact that

E[W|p, ν] = E[S|p, ν] + (1 − θ)E[C|p, ν]

we can obtain

E[A|p, ν] ≈ pνe− pν
M · min

{
1, K

χ+θpνe− pν
M

}
(23)

where χ = (1 − θ)M(1 − e−(pν/M)). For the simplic-
ity of the following description, we define p̂ that satisfies
[K/(χ + θpνe−(pν/M))] = 1. After some manipulation, we can
obtain p̂ as

p̂ = �
M

ν
(24)

where

� =

⎧
⎪⎪⎨

⎪⎪⎩

− ln
(
1 − K

M

)
, if θ = 0{

(1−θ)−θW0

(
(1−θ)M−K

Mθ
e

(1−θ)
θ

)}

θ
, if 0 < θ < 1

−W0
(− K

M

)
, if θ = 1

(25)

and W0(x) represents the principle (upper) branch Lambert
W function with W0(x) > −1 [43]. It is notable that
when K 
 M, we have − ln(1 − [K/M]) ≈ (K/M). As
χ + θpνe−(pν/M) is an increasing function of p, we have

E[A|p, ν] ≈
{

pνe− pν
M , if p ≤ p̂

pνe− pν
M · K

χ+θpνe− pν
M

, if p > p̂.
(26)

In searching the maximum value of E[A|p, ν], we have the
following discussion.

1) When p > p̂, the term pνe−(pν/M) ·
[K/(χ + θpνe−(pν/M)] is a decreasing function of
p and, hence, its maximum is achieved with p = p̂.

2) When p ≤ (M/ν) ≤ p̂, the maximum of pνe−(pν/M)

is achieved with p = (M/ν). Note that the condi-
tion of p̂ ≥ (M/ν) is equivalent to K ≥ (1 − θ)M +
Me−1(2θ − 1), which can be derived from the defini-
tion of p̂.
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Algorithm 2 Calculation Algorithm for the ACB Factor
1: Given M preambles and K allocable PUSCH resources.
2: Estimate the backlog size ν.
3: if K ≥ (1 − θ)M + Me−1(2θ − 1) then
4: p = min{1, M

ν }
5: else
6: p = min

{
1, �M

ν

}
.

7: end if

3) When p ≤ p̂ < (M/ν), the maximum of pνe−(pν/M)

is achieved with p = p̂ as it is an increasing func-
tion in [0, p̂]. Note that the condition of p̂ < (M/ν)

is equivalent to K < (1 − θ)M + Me−1(2θ − 1).
By concluding the above-mentioned three cases, we can

obtain the optimal ACB factor as follows:

p∗ ≈ p̃ =
{ M

ν
, if (1 − θ)M + Me−1(2θ − 1) ≤ K < M

�M
ν
, if K < (1 − θ)M + Me−1(2θ − 1).

(27)

For the description purpose, we define p∗
1 = (M/ν) and p∗

2 =
�(M/ν). Although K < M, if K is larger than or equal to
(1 − θ)M + Me−1(2θ − 1), we can still use the optimal ACB
factor by (M/ν), which is similar to the case of no upper bound
on K, i.e., K ≥ M. Then, the expression of the expected access
throughput is identical to (21). On the other hand, if p∗ = p∗

2
is applied when K < (1 − θ)M + Me−1(2θ − 1), the access
throughput can be obtained as

E
[
A|p∗, ν

] = M�e−� (28)

which is still independent of ν.
One more interesting observation is that when

the optimal p∗ in (27) is applied, the formula of
min{1, [K/(χ + θpνe−(pν/M))]} in (23) is always equal to 1.
In the first case of p∗ = p∗

1, min{1, [K/(χ + θpνe−(pν/M))]}
goes to min{1, [K/((1 − θ)M + Me−1(2θ − 1))]}, which is
equal to 1 due to the minimum operation. In the second
case of p∗ = p∗

2, it becomes min{1, (K/K)} = 1. Therefore,
once the optimal p∗ is applied, we can always write
E[A|p∗, ν] = p∗νe−(p∗ν/M). In the next Section, we will apply
this property to mathematically analyze the EE of R-ACB.

By combining (20) and (27), we can derive the calculation
algorithm for the ACB factor, which is shown in Algorithm 2.
When K ≥ (1 − θ)M + Me−1(2θ − 1), the optimal ACB fac-
tor is suggested as p∗

1 = (M/ν) while if K < (1 − θ)M +
Me−1(2θ − 1), it is suggested by p∗

2 = �(M/ν). Once the
ACB factor is calculated, which is the function of the mean
backlog size ν, we are ready to explain the estimation method
of ν in the next subsection.

C. Estimation and Update of the Backlog Size

As we can observe from the previous subsections, the calcu-
lation of the optimal ACB factor needs the information about
the backlog size ν. Therefore, in this subsection, we introduce
online estimation algorithm for the backlog size. We exploit
the Bayesian estimation algorithm introduced in [24], which
was designed based on the number of undetected (idle) pream-
bles. Consequently, our proposed estimation algorithm needs

Algorithm 3 Estimation and Update Algorithm of ν

1: Initialize ν0 = M and k0 = 0 and do the following every slot.
2: if pi−1 = p∗

1 then

3: �ν = Me−1−r
1−e−1

4: else if pi−1 = p∗
2 then

5: �ν = �
(

Me−�−r
1−e−�

)

6: end if
7: νi−1 = νi−1 + �ν � Update of ν
8: if �ν > 0 then
9: ki = ki−1 + 1 and νi−1 = νi−1 + ki · �ν � Boosting

10: else
11: ki = 0 and νi−1 = νi−1
12: end if
13: νi = max(1, νi−1 − ci−1) � New estimation of ν for slot i

not to consider those collision free and collided preambles, i.e.,
S and C. After devices attempt RA via transmitting preambles
with the ACB factor p, which is a function of ν, K, and M,
the eNodeB counts the number of undetected preambles r for
estimating the backlog size.

Given the observation of r undetected preambles, we can
correct ν as ν + �ν by the estimation offset [24]

�ν = E[n|r, p, ν] − ν = νp

(
e− pν

M − r
M

1 − e− pν
M

)

. (29)

As we have two optimal ACB factors depending on situations,
the estimation offsets with p∗

1 and p∗
2 are

�ν|p=p∗
1

= Me−1 − r

1 − e−1
(30)

�ν|p=p∗
2

= �

(
Me−� − r

1 − e−�

)
(31)

where p∗
1 = (M/ν) and p∗

2 = �(M/ν).
Algorithm 3 summarizes the estimation and update algo-

rithm of ν by observing the number of undetected preambles
r in each PRACH slot. As an initialization at time slot 0,
the eNodeB first estimates ν0 as the number of preambles M.
Following [24], we also introduce a boosting factor ki in order
to consider bursty traffic. It implies that when we observe that
the traffic continuously increases based on �ν > 0, we boost
the estimation ν. In line 13, the new estimation of νi is cal-
culated by νi = νi−1 − ci−1, where ci−1 denotes the number
of devices succeed in RA on the (i − 1)th PRACH slot. Note
that lines 3 and 5 are introduced to accommodate the resource
limitations in the whole RAP.

IV. PERFORMANCE ANALYSIS

As our proposed R-ACB works in a recursive way, the
parameters associated the algorithm, such as the ACB fac-
tor, are adaptively changed according to the system situ-
ation, in general, it is hard to analyze the corresponding
system performance. Accordingly, although there have been
many ACB algorithms introduced in the literature, little work
proposed mathematical models for the performance analysis.
In contrast, in this article, we propose mathematical models to
analyze the performance of the proposed algorithm in terms
of total service time, average access delay, resource efficiency,

Authorized licensed use limited to: Chungnam National University. Downloaded on July 07,2021 at 05:28:26 UTC from IEEE Xplore.  Restrictions apply. 



11648 IEEE INTERNET OF THINGS JOURNAL, VOL. 8, NO. 14, JULY 15, 2021

Fig. 3. Numbers of newly activated devices λi and E[A] with K = 64 and
K = 20 when N = 10000 and Iact = 500 slots.

and EE. Obviously, through the mathematical models, we are
able to catch the idea of R-ACB clearly and can easily expect
the system performance without complicated simulations.

A. Total Service Time

Total service time Tservice is defined as the total spent
time for all N devices to successfully complete the overall
RAP. Here, N can be expressed as N = ∑Iact

i=1 λi since λi

is the number of activated devices on the ith PRACH slot,
which was defined in Section II-B. Moreover, as discussed
in Section III-B, the average number of devices that succeed
in RA with the optimal ACB factor, i.e., the expected access
throughput, can be obtained as

E[A] =
{

Me−1, if K ≥ (1 − θ)M + Me−1(2θ − 1)

M�e−�, if K < (1 − θ)M + Me−1(2θ − 1).

Then, one can readily expect that the total service time can
be approximated by (N/E[A]) (slots). However, we should
take into account the fact that E[A] can be achieved when the
number of active devices in the system is large enough. In
order to obtain more accurate total service time, we introduce
δ and μ, which are, respectively, defined as the number of ini-
tial nonoverloaded slots and the marginal service time, which
is needed to complete the service for the very last device.
Reflecting those two parameters, the total service time in terms
of PRACH slots can be approximately calculated by

Tservice ≈ Tinterval

{

δ +
⌈

N −∑δ
i=1 λi

E[A]

⌉}

+ μ (32)

where we approximated that with R-ACB, the activated
devices in the initial nonoverloaded slots can be served
completely within one PRACH slot.

As one candidate method, δ can be obtained by finding the
smallest slot index where the number of activated nodes λi is
close to the expected access throughput E[A], i.e.,

δ = arg min
i∈{1,2,...,Iact}

|E[A] − λi|. (33)

Fig. 3 shows the number of newly activated devices over 500
slots. As shown in this figure, the number of nonoverloaded
slots δ is found to be approximately 97 and 76 slots with
K = 64 and K = 20, respectively.

To obtain the marginal service time μ, we first focus on the
fact that when the backlog size is smaller than the following
values:

{
M, if K ≥ (1 − θ)M + Me−1(2θ − 1)

M�, if K < (1 − θ)M + Me−1(2θ − 1)

controlling of the ACB factor shows little effect as the optimal
ACB factor always reaches the maximum value 1. Therefore,
we take the marginal service time as the time duration to
serve the last M or M� devices depending on cases. If a
preamble collision occur, a device takes some time to rec-
ognize the preamble collision at step 4 of RAP, and then
attempt RA again. Hence, we need to calculate the expected
marginal service time that remaining M or M� active devices
complete access. With K = 64, at the first round, among M
devices, M(1 − 1/M)M−1 devices succeed in RA on average,
and by continually subtracting the average number of suc-
cessful devices, we can calculate the marginal service time.
For example, when M = 64 and K = 64, the backlog size is
sequentially reduced as 64 → 40 → 18 → 4 → 0 on average,
and it takes four rounds.

B. Average Access Delay

Average access delay is defined as the average time differ-
ence between the access completion time and the activation
time of a device, i.e.,

Taccess = E[Y − X] = E[Y] − E[X] (34)

where Y and X represent the random variables of the access
completion time and the activation time, respectively. First,
E[X] is calculated according to the traffic model as

E[X] = α

α + β
Tact (35)

where Tact denotes the activation duration time, and α and β

represent the parameters for the Beta distribution traffic model
explained in Section II-B.

To compute E[Y], we separately consider the nonover-
loaded period of [1, δ] and the bursty period of [δ + 1, δ +
[(N −∑δ

i=1 λi)/(E[A])]�]. During the nonoverloaded period,
the activated devices almost complete their accesses right after
the activation, i.e., the number of devices completing the RA
in the ith PRACH slot is λi. Therefore, the summation of
the access completion times for the devices activated in this
period can be expressed as

∑δ
i=1 iλi. On the other hand, dur-

ing the bursty period, E[A] devices can successfully compete
their access on the average in each slot. By considering this
fact, we can approximate E[Y] by

E[Y] ≈
∑δ

i=1 iλi +∑δ+
⌈

N−∑δ
i=1 λi

E[A]

⌉

i=δ+1 iE[A]

N
. (36)

Inserting (35) and (36) into (34), we can obtain the average
access delay.
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C. PUSCH Resource Efficiency

PUSCH resource efficiency is defined as the ratio of
the number of PUSCH resources allocated to the collision-
free preambles to the total number of allocated PUSCH
resources [34]. When the number of collision-free pream-
bles plus unidentified preambles W is not larger than K, i.e.,
W ≤ K, all of them can be assigned with PUSCH resource.
On the other hand, if W > K, each preamble included in W
can have the PUSCH resource assignment with the probabil-
ity of (K/W). By considering this, we can obtain the PUSCH
resource efficiency as

ηPUSCH =
K∑

w=0

w∑

s=0

( s

w

)
Pr{W = w, S = s|p, ν}

+
M∑

w=K+1

w∑

s=0

s∑

a=0

( a

K

)

× Pr{W = w, S = s|p, ν}Bs
a

(
K

w

)

=
M∑

w=0

w∑

s=0

( s

w

)
Pr{W = w, S = s|p, ν}

= E

[
S

W
|p, ν

]

= pνe− pν
M

(1 − θ)M
(

1 − e− pν
M

)
+ θpνe− pν

M

(37)

where B
s
a(K/w) represents the probability that among the

s devices who sent collision-free preambles, a devices are
granted the PUSCH resources while the remaining (s − a)

devices are not granted the PUSCH resources. Then, the
conventional scheme in [24], which was designed to have
p∗ = (M/ν), achieves the PUSCH resource efficiency as

ηconv
PUSCH = Me−1

(1 − θ)M + Me−1(2θ − 1)
. (38)

In contrast, the proposed R-ACB technique, which selects the
optimal ACB factor depending on the value of K, achieves the
PUSCH resource efficiency as

η
prop
PUSCH =

⎧
⎪⎪⎪⎨

⎪⎪⎪⎩

Me−1

(1−θ)M+Me−1(2θ−1)

if K ≥ (1 − θ)M + Me−1(2θ − 1)
M�e−�

(1−θ)M(1−e−�)+θM�e−�

if K < (1 − θ)M + Me−1(2θ − 1).

(39)

D. Energy Efficiency

EE is defined as the ratio of the energy consumption for
transmitting a preamble (ES1) at step 1 and transmitting a
packet in the assigned PUSCH resource (ES3) at step 3 to
the average energy consumption of the whole preamble and
packet transmissions for the final successful RAP, which is
denoted by E. Note that ES1 + ES3 is the minimum energy
consumption for a device to complete RAP. Then, EE can be
written as

ηEE = ES1 + ES3

E
. (40)

TABLE I
SIMULATION PARAMETERS AND VALUES

Considering the average number of RA-attempting devices pν

and the average number of collision-free preambles E[S|p, ν],
EE is approximated as

ηEE ≈
(ES1 + ES3)E[S|p, ν] · min

(
1, K

E[W|p,ν]

)

pν
{

ES1 + ES3 · min
(

1, K
E[W|p,ν]

)} (41)

where min(1, E[(K/W)|p, ν]) represents the probability that a
PUSCH resource is randomly assigned to a detected preamble.
The conventional scheme in [24] achieves the following EE:

ηconv
EE ≈

⎧
⎪⎪⎪⎨

⎪⎪⎪⎩

e−1

if K ≥ (1 − θ)M + Me−1(2θ − 1)
(ES1+ES3)Ke−1

{(1−θ)M+Me−1(2θ−1)}ES1+KES3

if K < (1 − θ)M + Me−1(2θ − 1).

(42)

As introduced at the end of Section III-B, R-ACB always
makes min(1, [K/(E[W|p, ν])]) be equal to 1 in both regions
K ≥ (1 − θ)M + Me−1(2θ − 1) and K < (1 − θ)M +
Me−1(2θ − 1). Therefore, we have the following approxima-
tion of η

prop
EE

η
prop
EE ≈ (ES1 + ES3)E[S|p, ν]

pν(ES1 + ES3)
= e− pν

M . (43)

Interestingly, (43) is independent of ES1 and ES3. In particular,
with p∗

1 and p∗
2, R-ACB achieves the following EE:

η
prop
EE ≈

{
e−1, if K ≥ (1 − θ)M + Me−1(2θ − 1)

e−�, if K < (1 − θ)M + Me−1(2θ − 1).
(44)

V. PERFORMANCE EVALUATION

For the performance evaluation, we prepared the computer
simulations with MATLAB software to emulate the behavior
of the RAP as well as the traffic arrivals. In order to focus on
the effect of the proposed algorithm in controlling the ACB
factor, we assumed that at the physical layer, each preamble
and step 3 data can be perfectly decoded at the eNodeB as
long as they are not collided. When a preamble is transmitted
by multiple devices, we introduced the collision-identification
probability θ for the eNodeB. The detailed simulation param-
eters are summarized in Table I. Moreover, when a statistical
result is needed in the performance evaluation, we run each
simulation for 10 000 iterations for meaningful results.

We assume that total 10 000 machine devices try to connect
to the eNodeB through RAP. Various numbers of allocable
PUSCH resources K are considered in the simulations, and
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Fig. 4. Estimation of the backlog size for N = 10000 machine devices when
K = 20 and K = 64.

we consider two cases: 1) K is constant on every PRACH
slot and 2) K is varying over PRACH slots. We evaluate the
performance of the proposed R-ACB in terms of total ser-
vice time, average access delay, PUSCH resource efficiency,
and EE. For comparison, we also evaluate the performance
of the conventional ACB scheme introduced in [24] and the
ideal scheme, which follows the work flow of R-ACB while
it is assumed to know the backlog size exactly in each slot.
It is notable that the ideal scheme gives us a guideline on the
upper-bound performance of R-ACB. We will first show the
performance results when the collision-identification probabil-
ity θ is 0 and the eNodeB broadcasts the updated ACB factor
at each PRACH slot, and then, in the last part of this Section,
we will show the the performance results for θ > 0 and a
longer broadcasting period for updating the ACB factor.

Fig. 4 shows the Bayesian estimation result for the backlog
size in the cases of sufficient PUSCH resources (K = 64)
and insufficient PUSCH resources (K = 20), respectively.
There exist a gap between the estimation and actual values,
especially during the bursty period. However, the estimation
algorithm keeps track of the actual values quite well during
the traffic descent period. As the estimation is not the exact
one, R-ACB may show the degraded performance compared
to the ideal scheme while later we would observe the resulting
performance gap is minimal.

First, let us compare the performance of the proposed R-
ACB scheme to that of the existing ACB scheme of 3GPP LTE
standard [37], in which the optimal ACB factor and the optimal
ACB time are obtained by finding the minimum value of ACB
time for a given ACB factor leading that an access success
probability is higher than 0.95. Note that those optimal values
are obtained with the methodology introduced in [37]. Fig. 5
compares the total service time of the existing ACB scheme
and the proposed R-ACB scheme with M = 64 over varying K.
We can observe that the proposed R-ACB shows much better
performance than the existing ACB scheme in particular for
the small values of K. It is mainly because R-ACB has the
capability of controlling RA by considering the effect of the
allocable PUSCH resources K.

Fig. 6 shows the total service time for varying K. R-ACB
generates the ACB factors by considering both of the avail-
able preambles and the allocable PUSCH resources, while the
conventional scheme only considers the available preambles.

Fig. 5. Comparison between the existing ACB scheme and the proposed
R-ACB scheme in terms of total service time versus K.

Fig. 6. Total service time versus K.

Thus, when the allocable PUSCH resources are insufficient
compared to the number of detected preambles in the case of
M = 64, e.g., K < 40, R-ACB takes shorter time to complete
the access service, compared to the conventional scheme. In
the case of M = 40, we can observe that the allocable PUSCH
resources are insufficient when K < 30, and R-ACB also takes
shorter time to complete the access service, compared to the
conventional scheme. In terms of the total service time, R-ACB
shows the similar result to that of the ideal scheme, from which
we can confirm the effectiveness of R-ACB.

Fig. 7 shows the average access delay for varying K. We can
observe a difference of average access delay between R-ACB
and the conventional ACB scheme. When K = 20, R-ACB
shows the average access delay of 168 slots, while the con-
ventional ACB scheme shows the average access delay of 268
slots.

Fig. 8(a) shows the PUSCH resource efficiency for varying
K. Since the conventional ACB scheme always uses the ACB
factors of p = (M/ν), it shows the fixed PUSCH resource
efficiency of (−1 + e)−1 = 0.5820, regardless of K. However,
R-ACB takes into account of the allocable PUSCH resources
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Fig. 7. Average access delay versus K.

Fig. 8. PUSCH and EE versus K. (a) PUSCH resource efficiency. (b) EE
when ES1 = ES3.

when controlling RA, and it shows a higher PUSCH resource
efficiency when PUSCH resources are insufficient (K < 40).
While R-ACB and the conventional scheme show the same
PUSCH resource efficiency with sufficient PUSCH resources
(K ≥ 40), the ideal scheme shows 30% higher efficiency due
to the perfect information about the backlog size.

Fig. 8(b) shows the EE for varying K, where we assumed
that a device’s transmission energy for RA-step 1 and 3 is
identical, i.e., ES1 = ES3. The EE of R-ACB decreases from
0.65 to 0.36 approximately, while the EE of the conventional
scheme increases from 0.25 to 0.36 approximately. This result
implies that when designing a ACB scheme, considering the

Fig. 9. CDF of the number of uplink transmissions.

allocable PUSCH resources is essential for controlling massive
access from battery-powered IoT devices. Fig. 9 shows the
CDF of the number of uplink transmissions (preamble trans-
missions plus packet transmissions) per device when K = 20
and K = 64. Basically, each device requires at least two uplink
transmissions, i.e., the transmissions in the first and third steps
of RAP. At the 90 percentile, R-ACB requires 6 (K = 20) and
12 (K = 64) uplink transmissions for a successful access,
while the conventional scheme requires 16 (K = 20) and 12
(K = 64) uplink transmissions. Especially, more than 50% of
devices can succeed in RA with a single attempt with R-ACB
when K = 20.

From Figs. 6, 7, 8(a), and 8(b), we can observe that the
analytical results obtained form equations shown in Section IV
match well with the simulations results from which we can
confirm the accuracy of our proposed mathematical models.

Next, we show the performance of R-ACB when the allo-
cable PUSCH resources K vary over time.2 As an example,
we set K randomly in each slot by

K = max
(
K̄ + G�, 1

)
(45)

where K̄ represents the average number of PUSCH resources
and G represents the Gaussian random variable with mean
of 0 and standard deviation of ε. Figs. 10 and 11, respec-
tively, show the average access delay and the EE, with various
standard deviation of ε when K̄ = 20 and K̄ = 30. When
ε increases, K varies more rapidly and, as a result, the
performance of R-ACB degrades. However, it still shows much
better performance than the conventional ACB scheme. For
instance, when K̄ = 20 and ε = 4, compared to the con-
ventional ACB, R-ACB reduces the access delay by 35% and
improves the EE almost by 100%.

For the last part of this section, we investigate the effect
of the collision-identification probability θ , and the eNodeB’s
broadcasting period for updating the ACB factor. First, Fig. 12

2Variation of K over time is mainly caused by U, which is the maximum
number of PUSCH resources at the third step of the RA procedure since the
maximum number of RAR messages transmittable at step 2 (Q) is commonly
fixed. In addition, we assume that U < Q · Ngrant in these experiments.
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Fig. 10. Average access delay with varying PUSCH resources on each slot.

Fig. 11. EE with varying PUSCH resources on each slot.

shows the total service time when the collision-identification
probability θ has the value of 0.2. In addition, we consider
one more scenario where θ changes from 0.2 to 0.4 at the
middle point of the service time. For both the scenarios, our
proposed R-ACB implements Algorithm 1 to estimate the
collision-identification probability. For comparison, we also
plot the curves where the collision-identification probability is
perfectly known to the eNodeB. From Fig. 12, we can observe
that R-ACB with an estimated θ and that with a known θ show
similar curves, which confirms that the proposed scheme can
also work even the collision-identification varies over time.
Moreover, we can also conclude that the total service time
becomes smaller when the eNodeB has a better collision-
identification capability, i.e., a higher collision-identification
probability.

Another practical problem to be considered is the broadcast-
ing period of ACB factor since the eNodeB may not be able to
broadcast the ACB factor on every PRACH slot. Fig. 13 shows
the total service time for different broadcasting periods of ACB
factor 0, 50, and 100 slots. For the result shown in Fig. 13,

Fig. 12. Total service time with different θ .

Fig. 13. Total service time with different broadcasting period of ACB factor.

Algorithm 2 is invoked every broadcasting period. As the
broadcasting period increases, the total service time increases
since an identical ACB factor is applied within the broadcast-
ing period, which causes a looser access control. However,
the broadcasting period of ACB factor is a system parame-
ter selected by network operators, and the result shows that
the proposed R-ACB can adapt to any broadcasting periods of
ACB factor.

VI. CONCLUSION

In this article, we proposed a resource-optimized R-ACB
technique to effectively accommodate bursty traffic in mas-
sive cellular IoT networks. We exploited Bayesian algorithm
to estimate the number of active devices in each slot and
derived the optimal ACB factor that maximizes the access
throughput while the resource limitation possibly occurred in
the whole RAP is considered. Furthermore, when obtaining
the optimal ACB factor, the possibility of partially identify-
ing collisions at step 1 of RAP was also considered. Through
extensive computer simulations, we evaluated the performance
of the proposed R-ACB in terms of total service time, average
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access delay, PUSCH resource efficiency, and EE. It is shown
that R-ACB outperforms the conventional ACB scheme espe-
cially when the allocable PUSCH resources are not sufficient.
In addition, R-ACB technique yields higher EE than the con-
ventional ACB scheme, where the EE is significantly important
for battery-powered IoT devices. We also proposed mathemat-
ical models to analyze the performance of R-ACB and showed
the accuracy of the models by comparing with the simulations
results.
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